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CHAPTER ONE: INFRINGEMENT OF PRIVACY 

 
Prohibition on infringement of privacy 

1. No person shall infringe the privacy of another without his consent. 
 

What is infringement of privacy 
2. An infringement of privacy constitutes one of the following:  

(1) Spying or trailing a person in a manner likely to harass him, or any 
other harassment; 
(2) listening prohibited under the Law; 
(3) photographing a person while he is in a private domain; 
(4) publication of a person's photograph in the public domain under 
circumstances in which the publication is likely to humiliate him or 
degrade him; 
(4A) Publication of a victim’s photograph, shot during the time of injury or 
immediately thereafter, in a manner where he is identifiable and under 
circumstances by which the publication thereof is likely to embarrass him, 
except for the immediate publication of a photograph, from the moment of 
photographing to the moment of actual transmission of broadcast, which is 
reasonable under the circumstances; for this purpose, “victim” – a person 
who suffered physical or mental injury due to a sudden event and the 
injury thereof is noticeable.  
(5) copying the contents of a letter or other scripts not intended for 
publication, or the use of contents thereof, without the permission of the 
addressee or the writer, unless the script is of historical value and no more 
than fifteen years have passed since the time when it was written; for this 
purpose, “script” – including an electronic message as defined in the 
electronic signature Law, 5761-2001;  
(6) use of a person's name, appellation, picture or voice for profit; 
(7) infringement of duty of confidentiality prescribed by law in respect of a 
person's private affairs; 
(8) infringement of duty of confidentiality in respect of a person's private 
affairs, whether it was explicitly or implicitly prescribed in an agreement; 
(9) use or passing on of information on a person's private affairs, for a 
purpose other than which was prescribed; 
(10) publication of or the passing of anything that was obtained by way of 



an infringement of privacy under paragraphs (1) to (7) or (9); 
(11) publication of any matter that relates to a person's intimate life, 
including his sexual history, or state of health or conduct in the private 
domain. 

 
Publication of a Photograph whose subject has passed 
2A. (a) For the purpose of this law, an infringement of privacy also constitutes 
publication in public of a photograph of a visible corpse in a manner where the 
subject may be identifiable, unless one of the following occurred: 

(1) The person has agreed to such infringement during his lifetime;  
(2) 15 years have passed since the date of passing of such person; 
(3) Such infringement was agreed upon by the first of the specified in the 

subparagraphs (a) to (2) while living, unless the deceased did not object to 
said infringement during his lifetime and his child or parent did not notify the 
publisher or his representative that he opposes the publication thereof:  
(a) Spouse;  
(b) All of his children;  
(c) His parents; 
(d) His siblings;  

(4) Where the deceased had no relatives enumerated under paragraph (3) and the 
court approved the publication.  

(b) The spouse of the deceased, his child, parent or sibling may file civil action for 
publication under this section.  
 
Definition of terms 
3. In this Law -  

"person" - for purposes of sections 2,7,13,14, 17B, 17C, 17F, 17G, 23A, 23B and 
25 - excluding a corporation; 
"consent" – informed consent, expressed or implied;  
"holder, for purpose of a database" - a person, in permanent possession of a 
database which he may use thereof;  
"publication" – as defined in section 2 of the Prohibition on Defamation Law, 
5725-1965; 
"photography" - including filming; 
"use"-  including disclosure, transfer and delivery. 

 
Infringement of privacy - a civil wrong 
4. An infringement of privacy constitutes a civil wrong, and the provisions of the 
Torts Ordinance [New Version] shall apply therein, subject to the provisions of this 
Ordinance. 
 
Infringement of privacy - an offense 
5. a person who willfully infringes the privacy of another in any of the ways 
enumerated under sections 2(1), (3) to (7) and (9) to (11), shall be liable to five years 
imprisonment. 
 



Deminimis 
6. A deminimis infringement shall not accrue a right to bring civil or criminal action 
under this law.  

 
CHAPTER TWO: PROTECTION OF PRIVACY IN DATABASES 

 
Definition 
7. In this Chapter and in Chapter Four -  
"data security" - protection of the integrity of data, or protection of the data from 
exposure, use or copying, all when done without due permission; 
"database" - a collection of data, kept by magnetic or optic means and intended for 
computer processing, excluding -  
(1) a collection for personal use not intended towards business purposes; or 
(2) a collection that includes only names, addresses and modes of communicating, 
which in and of itself does not create any characterization that infringes the privacy 
of the people whose names are included therein, provided that neither the proprietor 
of the collection, nor a corporation under his control have an additional collection; 
"information" - data on the personality, personal status, intimate affairs, state of 
health, economic position, vocational qualifications, opinions and beliefs of a person,  
"sensitive information" - 
(1) data on the personality, intimate affairs, state of health, economic condition, 
opinions and beliefs;  
(2) information which the Minister of Justice prescribed by order, with approval of 
the Knesset Constitution, Law and Justice Committee to constitute sensitive 
information. 
"database operator" - the active operator of an agency, which owns or holds a 
database, or a person appointed by him for the purpose of this matter; 
"Registrar" - a person qualified to be appointed as a Magistrates Court judge, and is 
appointed by the Government to operate the databases register (hereinafter – 
Register), in a notification thereof in the Official Gazzette, as said in section 12; 
"integrity of information" - the identity of data in the database to the source from 
which they were derived, without having been changed, delivered or destroyed 
without due permission. 

 
Article One: DataBases 

 
Registration and use of database  
8. (a) No person shall operate or possess a database which must be registered under 
this section, unless one of the following applies:  

(1) the database was registered in the Register; 
(2) an application for registration of the database was submitted and the 
provisions of section 10(b1) are complied with, 
(3) the database must be registered under subsection (e) and the Registrar's 
provisions include permission to operate and possesses the data until 
registration. 

(b) No person shall use the information in a database which must be registered under 
this section, except for the purposes for which the database was set up. 



(c) The proprietor of the database is obliged by registration of the register and heshall 
register it where one of the following applies: 

(1) the number of persons for which information is available in the database 
does not exceed 10,000; 
(2) the database includes sensitive information; 
(3) the database includes information about persons which they did not 
provide, nor was it provided on their behalf or with their consent; 
(4) the database belongs to a public authority, as defined under section 23; 
(5) the database is used for direct mail services, as aforementioned in section 
17C. 

(d) The provisions of subsection (c) shall not apply to a database which only includes 
information published in the public domain by virtue of legal authority or which has 
been provided for public inspection by lawful authority. 
(e) The Registrar may, for special reasons which shall be recorded, instruct to comply 
with duty of registration for databases that are exempt of such obligation under 
subsection (c) and (d); Such instruction shall be provided to the proprietor of the 
database, and provisions on operation and maintenance of the database shall be 
specified therein by the Registrar prior to registration.   
 
Application of registration  
9. (a) An application for registration of a database shall be submitted to the Registrar. 
(b) An application for registration of a database shall specify -  

(1) the identity of the proprietor of the database, of the person who possesses 
the database, and their addresses in Israel; 
(2) the purposes of setting up the database and the objective for which the 
information is intended; 
(3) the types of information to be included in the database; 
(4) particulars on any transfer of information beyond the borders of the state;  
(5) particulars on constant receiving information from a public body, as 
defined in section 23, the name of such public body that provides the 
information, and the exclusive of particulars delivered by consent of the 
persons who are subjects of the information. 

(c) The Minster may prescribe in regulations any additional particulars to be 
specified in the application for registration. 
(d) The proprietor or possessor of a database shall notify the Registrar of any change 
to a particular of the specified particulars in subsection (b) or subsection (c), and of 
discontinuation of the operation of the database. 
 
Power of Registrar  
10. (a) Where an application for registration of a database has been submitted - 

(1) the Registrar shall register it in the Register within 90 days from the date of 
submission, unless he has reasonable grounds to believe that the database is 
used or may be used for illegal activities or as a cover thereof, or that the 
information included therein was obtained, accrued or collected in violation of 
this Law or in violation of the provisions of any law. 
(2) The Registrar may register an objective other than that specified in the 
application, register several objective for the database, or instruct that several 



applications be submitted under the application subject of submission, where 
he concludes that doing so is appropriate to the actual activity of the database, 
(3) The Registrar shall refuse to register the database under paragraph (1) or 
use his powers under paragraph (2) only after he gave the applicant an 
opportunity to state his case. 

(b) Repealed. 
(b1) Where the Registrar did not register the database within 90 days after the date 
the application was submitted and he did not inform the applicant of his refusal of 
registration, or of a delay in registration for special reasons which shall be specified 
in his notice - then the applicant may operate or keep the database despite not having 
it registered. 
(b2) Where the Registrar informed the applicant of his refusal to register the database, 
or of a delay in registration, as aforementioned under subsection (b1), then the 
applicant may not operate or keep the database, unless otherwise decided by the 
Court. 
(b3) The Registrar shall strike the registration of a database from the Register, if the 
proprietor of the database informed him that the information therein has been 
deleted, and he validated such notice by an affidavit; where the database was kept by 
a person other than the proprietor of the database, then the notice shall also be 
validated by an affidavit of the person in possession of the database. 
(c) The Registrar shall supervise compliance with the provisions of this Law and of 
the regulations thereunder. 
(d) The Minister of Justice shall, with approval by the Knesset Constitution, Law and 
Justice Committee, set up a supervisory unit to supervise the databases, their 
registration and the security of the information therein: the size of the unit shall be 
modified in accordance with the needs of supervision. 
(e) The Registrar shall head the supervision unit and he shall appoint inspectors to 
carry out the supervision under this Law; only persons with suitable professional 
training in the field of computers and information security and the exercise of power 
under this Law shall be appointed as inspector, and where the Israel Police did not 
express any objection to such appointment for reasons of public safety. 
(e1) for the purpose of performing his duties, the inspector may –  

(1) require any person involved to give him news and documents relating to the 
database;  

(2) enter, search and seize any object in any place for which he has reasonable 
grounds to believe that a database is operated therein, if he is satisfied that 
such measure is required for guaranteeing the exercise of this law and to 
prevent infringing the provisions thereof;  the provisions of Penal Procedure 
Ordinance (Search and Seizure) [New Version], 5729-1969 shall apply to any 
object seized in accordance with this section; procedures on entering a military 
base or a base of the security authority, as defined under section 19(c) shall be 
prescribed by the Minister of Justice, upon consultation with the Minister 
entrusted with directing the Security Authority, as the case may be; in this 
paragraph, “object”, including computer matter and output, as defined in the 
computer law, 5755-1995; 



(3) Notwithstanding the provisions of paragraph (2), he shall not enter any place, 
as said, is used solely for residential purposes, unless otherwise prescribed by 
order of a judge of the Magistrates court.  

(f) Where the possessor or the proprietor of a database has infringed any 
provision of this Law or of regulations thereunder, or where he fails to comply 
with a request made to him by the Registrar, then the Registrar may prescribe 
that registration shall take effect only during a prescribed period or he may cancel 
the registration of a database in the register, provided that prior to such 
contingency or cancellation, the proprietor was given an opportunity to make his 
case heard.  
(g) The Registrar and any person who acts on his behalf shall be treated as a State 
employee. 

 
Privacy protection report  
10A. The Privacy Protection Council shall submit to the Knesset Constitution, Law 
and Justice Committee, no later than April 1 of each year, a report prepared by the 
Registrar on enforcement and supervision activities during the year preceding the 
submission of the report, annoted with the Council's comments. 
 
Duty of applicant for information 
11. Any request to a person for information, for the purpose of keeping or using it in 
a database, shall be accompanied by a notice that indicates -  

(1) whether a legal obligation to deliver that information applies for that 
person, or whether delivery of information is contingent on his volition and 
consent; 
(2) the purpose for which the information is requested; 
(3) to whom the information is to be delivered and for what purpose. 
 

Register of databases 
12. (a) The Registrar shall keep a Register of databases, which shall be open for 
inspection by the public. 
(b) The Register shall include the particulars for registration of a database as 
aforementioned in section 9. 
(c) Notwithstanding the provisions of subsections (a) and (b), as per the database of 
the security authority, the particulars specified in section 9(b)(3), (4) and (5) shall not 
be open to inspection by the public. 
 
Right of inspection of information 
13. (a) Every person is entitled to inspect, in person, or through a representative 
authorized by him in writing, or through his guardian, any information regarding 
such person which is kept in a database. 
(b) The proprietor of the database shall permit inspection of the database, at the 
request of a person as said in subsection (a) (hereafter - the applicant), in Hebrew, 
Arabic or English. 
(c) The proprietor of a database may refrain from delivering to the applicant 
information dealing with his state of physical or mental health, where he believes 
that the information may cause severe damage to the applicant's physical or mental 



health or endanger his life; in such a case the proprietor of the database shall deliver 
the information to a physician or psychologist on behalf of the applicant. 
(c1) The provisions of this section shall not impose delivery of information contrary 
to confidentiality prescribed by law, unless the applicant is the person for whose 
benefit the such privilege is intended. 
In this subsection, “law” – including case law.  
(d) The manner, conditions and payment for exercising the right to inspect 
information shall be prescribed by regulations. 
(e) The provisions of this section and section 13A shall not apply - 

(1) to a database of a security authority, as defined under section 19(c); 
(1a) to a database of the Prisons Service; 
(2) to a database of a tax authority, as defined under the Tax Law 
Amendment (Exchange of Information Between Tax Authorities) Law, 
5727-1967; 
(3) Where state security, the foreign relations of such State or the 
provisions of any law require to not disclose to a person information 
thereof; 
(4) to the database of any agencies, which the Minister of Justice 
determined in consultation with the Minister of Defense or the Minister of 
Foreign Affairs, as the case may be, and with approval by the Knesset 
security and Foreign Affairs Committee, that it includes information that 
should not be disclosed in light of state security or foreign affairs 
(hereinafter - confidential information), provided that a person who 
requests to inspect any information about himself which is kept in such 
database shall be entitled to examine any information that is not 
confidential; 
(5) to a database regarding investigation and law enforcement by an 
authority authorized to investigate an offense by law, so determined by the 
Minister of Justice in an order with approval of the Knesset Constitution, 
Law and Justice Committee. 
 

Inspection of information not in the dominion of the proprietor 
13A. Without derogating from the provisions of section 13- 

(1) the proprietor of a database, who retains it with another (in this section- the 
possessor) - shall refer the applicant to the possessor, stating his address, and 
instruct the possessor in writing to permit the applicant inspection thereof; 
(2) Where the applicant first applied to the possessor, the possessor shall 
inform him whether he is possession of information about him, as well as the 
name and address of the proprietor of the database. 
 

Amendment of information 
14. (a) a person who inspected the information about himself, and found that it is not 
correct, complete, clear or up to date, may request the proprietor of the database, and 
if he is a foreign resident -  the possessor,  to amend or delete the information. 
(b) Where the proprietor of a database agreed to a request under subsection (a), he 
shall make the necessary changes in the information in his possession and inform 
thereof to every person who received the information from him within the period 



prescribed by regulations. 
(c) Where the proprietor of a database refuses to comply with a request under 
subsection (a), he shall give notice to that effect to the applicant - in the form and 
manner prescribed by regulations.  
(d) The possessor must amend the information, if the proprietor of the database 
agreed to the requested correction, or if a Court ordered the correction to be made. 
 
Appeal to Court 
15. The applicant may file suit to the Court, in the form and manner prescribed by 
regulations, against a refusal by the proprietor of a database to enable inspection 
pursuant to section 13 or section 13A, and against a notice of refusal under section 
14(c).  
 
Confidentiality 
16. No person shall disclose any information obtained by him by virtue of his 
functions as an employee, manager or possessor of a database, save for the purpose 
of performing his work or implementing this Law or under a Court order in 
connection with a legal proceeding; if a request has been filed prior to the beginning 
of a proceeding, then such request shall be heard in a Magistrates' Court; any person 
infringing the provisions of this section, shall be liable to five years imprisonment. 
 
Penalty 
17. The proprietor of a database, the possessor of a database and the manager of a 
database are each responsible for the protection of the information in the database. 
 
Possessor of databases of different proprietors 
17A. (a) A possessor of databases of different proprietors shall make sure that access 
to each database shall only be granted to persons explicitly authorized thereof in a 
written agreement between him and the proprietor of that database. 
(b) A possessor in possession of at least five databases, which are mandated to 
registration under section 8, shall annually deliver to the Registrar a list of databases 
in his possession, indicating the names of the proprietors of the databases, and an 
affidavit that the persons authorized to have access to each database have been 
designated in agreements between him and the proprietors, and the name of the 
person in charge of security as said in section 17B. 
 
Security officer 
17B. (a) The agencies specified below must appoint a person who is qualified to be in 
charge of information security (hereinafter -security officer): 

(1) a person who holds five databases that require registration under section 8;  
(2) a public body, as defined in section 23;  
(3) a bank, insurance company, and a company engaged in ranking or 
evaluation of credit ratings. 

(b) Without derogating from the provisions of section 17, the security officer shall be 
responsible for the security of information in databases under the purview of the 
agencies aforementioned in subsection (a). 



(c) A person found guilty of a heinous offense or of an offense against the provisions 
of this Law shall not be appointed as security officer. 

 
Article Two: Direct Mail 

 
Definitions 
17C. In this Article -  

"direct mail" - an individual approach to persons, based on their belonging to 
a population group, determined by one or more characteristics of persons 
whose names are included in a database;  
"approach" - includes in writing, print, by telephone, by facsimile, by 
computerized means or by any other means;  
"direct mail services" - granting direct mail services to others by way of 
transferring lists, adhesive labels or data by any means whatsoever. 
 

Direct mail 
17D. No person shall operate or possess a database used for direct mail services, 
unless he is registered in the Register, and unless one of his registered purposes is 
direct mail services. 
 
Indicating source of information 
17E. No person shall operate or hold a database used for direct mail services, unless 
he has a record stating the source from which he obtained each collection of data 
used for purposes of the database and the date of receiving thereof, as well as whom 
he delivered any such collection of data. 
 
Striking information from a database used for direct mail 
17F. (a) Every approach by direct mail shall include, clearly and prominently -  

(1) an indication that such approach is by direct mail, annoted by an indication 
of the registration number of the database used for services of direct mail in 
the register of the databases;   
(2) A notification of the right of the recipient of to be striken from such 
database as aforementioned in subsection (b), attached with the address to 
which one must approach for that purpose;  
(3) The identity and address of proprietor of the database in which the 
information can be found, upon which such approach was made, and the 
sources from which the proprietor of the database received that information. 

(b) Every person is entitled to demand - in writing - from the proprietor of a database 
used for direct mail that information related to him be deleted from the database. 
(c) Any person may request, in writing from the proprietor of the database used for 
direct mailing service or from the proprietor of a database in which the information 
regarding which the approach was made and in which the information can be found, 
that the information about himself shall not be given to any person, type of persons 
or certain persons, all within a limited or prescribed period of time.  
(d) Where a person has informed the proprietor of a database of his request as 
aforementioned in subsections (b) or (c), the proprietor of the database shall act in 
accordance with such request and shall inform that person, in writing, that he has 



done so. 
(e) Where the proprietor of a database did not provide notification pursuant to 
subsection (d) within 30 days from the date of receiving the request, the person to 
whom the information relates may apply to a Magistrates Court in the manner 
prescribed by the regulations, so that it may order the proprietor of the database to 
act as aforementioned. 
(f) The rights of a deceased person who is registered in a database under this section 
shall be extended to his spouse, child, parent and sibling. 
 
Applicability to items of knowledge 
17G. The provisions of this Article shall apply to items of knowledge that relates to a 
person's private affairs, even though they do not constitute information, to the same 
extent that they apply to information. 
 
Inapplicability to public body 
17H. This Article shall not apply a public body, as defined under section 23(1), within 
its’ capacity according to the law.  
 
Saving of Laws 
17I. The provisions of this Article are intended to add to the provisions of any 
enactment. 
 
 

CHAPTER THREE: DEFENSES 
 

Defenses 
18. In any criminal or civil proceeding for infringement of privacy, one of the 
following may constitute a good defense:  
(1) the infringement was committed by way of a publication protected under section 
13 of the Defamation Prohibition Law, 5725-1965 ; 
(2) the defendant or accused committed the infringement in good faith in any of the 
following circumstances: 

(a) he did not know nor should he have known of the possibility of an 
infringement of privacy; 
(b) the infringement was committed under circumstances whereby the 
infringer was subject to a legal, moral, social or professional obligation to 
commit it;  
(c) the infringement was committed for the defense of a legitimate personal 
interest of the infringer; 
(d) the infringement was committed within the capacity of the infringer's 
occupation and during the ordinary course of his work, provided that such 
infringement was not committed by way of publication in public; 
(e) the infringement was by way of taking a photograph, or of publishing a 
photograph in the public domain, and the injured party appears in it 
coincidentally; 
(f) the infringement was committed by way of a publication protected under 



paragraphs (4) to (11) of section 15 of the Defamation Prohibition Law, 5725-
1965; 

(3) There is public interest in the infringement which justified it under the 
circumstances of the case, provided that if the infringement was committed by 
way of publication - the publication was not untruthful. 

 
Exemption 
19. (a) No person shall bear responsibility under this Law for an act which he is 
authorized to do by Law. 
(b) A security authority or a person employed by it or acting on its behalf shall bear 
no responsibility under this Law for an infringement reasonably committed within 
the scope of their functions and for the purpose of performance thereof. 
(c) "security authority", for purpose of this section - any of the following: 

(1) the Israel Police; 
(2) the Intelligence Branch of the General Staff of the Israel Defense Forces, 
and the Military Police; 
(3) the General Security Services; 
(4) the Institute for Intelligence and Special Assignments. 
(5) The Witness Protection Agency 
 

Onus of proof  
20. (a) Where the accused or defendant proves that he committed such infringement 
of privacy under any of the circumstances aforesaid in section 18(2) and that such 
infringement did not exceed the reasonable limit under those circumstances, he shall 
be presumed to have committed it in good faith. 
(b) The accused or defendant shall be presumed not to have committed the 
infringement of privacy in good faith, if, he knowingly exceeded what was 
reasonably necessary for purposes of the matters protected by section 18(12). 
(c) It shall be presumed that an accused person or defendant who pleads a defense 
under section 18(2)(b) or (d) that he committed an infringement of privacy in bad 
faith, if he committed said infringement in violation of the rules or principles of 
professional ethics that apply to him by Law or which are accepted by the members 
of the profession to which he belongs. However, such presumption shall not apply if 
the infringement was committed in circumstances whereby the defendant or accused 
acted in accordance with a legal duty which he is subject thereto.  
 
Rebuttal of arguments from the defense 
21. Where the accused or defendant produces evidence or testifies in person to prove 
one of the defense pleas provided by this Law, the prosecutor may produce rebutting 
evidence; this provision shall not derogate from the Court's power under any Law to 
permit the production of evidence by the parties. 
 
Mitigating circumstances 
22. In ruling out the sentence or awarding compensation, the Court may take the 
following into consideration in favor of the accused or defendant; 
(1) the infringement of privacy was merely a repetition of something previously said, 
and the source upon which he relied was cited; 



(2) he did not intend to commit an infringement; 
(3) if the infringement was committed by way of publication - he has apologized and 
taken steps to discontinue the sale or distribution of copies of the publication that 
contains the subject of infringement, provided that such apology was published in 
the place, degree and manner in which the infringing matter had been published, 
and was not reserved. 
 

CHAPTER FOUR: DELIVERY OF INFORMATION BY PUBLIC BODIES 
 
Definitions 
23.In this Chapter -  
"public body" -  

(1) Government units and other State institutions, a municipal authority and 
any other body that performs public functions by law; 
(2) a body which the Minister of Justice prescribed by order, with the 
approval of the Knesset Constitution, Law and Justice Committee, 
provided the order specifies the types of information and of items which 
the body may deliver and receive. 
(3) Repealed; 
“database”, “information”, “Registrar”, and “Use” – repealed. 
 

Applicability to information 
23A. The provisions of this Chapter shall apply to items dealing with a person's 
private affairs, despite not constituting information, just as they apply to information. 
 
Prohibition on delivery of information 
23B. (a) Delivery of information shall be prohibited by a public body, unless the 
information has been published in the public domain under lawful authority, or 
unless it has been made available for public inspection under lawful authority, or 
unless the person to whom the information refers provided consent to such delivery. 
(b) The provisions of this section shall not prevent any security authority, as defined 
under section 19, from accepting or delivering information in the performance of its 
function, provided that such acceptance or delivery was not prohibited by legislation. 
 
Limitation on prohibition 
23C. delivery of information shall be permitted despite the provisions of section 23B, 
where it is not prohibited by law or by principles of professional ethics -  
(1) among public bodies, where one of the following occurs:  

(a) delivery of the information within the capacity of authorities or functions 
of the person delivering the information and it is required for purpose of 
implementing a law or for a purpose within the capacity of the authority or 
the function of the person delivering or receiving the information; 
(b) the delivery of information is to a public body which may request such 
information by law from any other source; 

(2) from a public body to a Government unit or to another State institution, or 
between aforesaid units or institutions, if delivery of the information is required for 
the implementation of any law or for a purpose within the capacity of authorities or 



functions of the person delivering or receiving the information; 
however, no information shall be provided as aforesaid which was provided on 
condition that it shall not be delivered to others. 
 
Obligations of public body 
23D. (a) Any public body which regularly delivers information, in accordance with 
section 23C, shall specify such fact with respect to each request of information in 
accordance with the law.  
(b) Any public body which delivers information, in accordance with section 23C, 
shall keep a record of the information delivered. 
(c) Any public body which regularly delivers information, in accordance with section 
23C, and such information is stored in a database, shall inform the Registrar to that 
fact, and such fact shall be included in the particulars of the list of databases in 
accordance with section 12. 
(d) Any public body which received information in accordance with section 23C, 
shall only use such information within the capacity of its authorities and functions. 
(e) For the purpose of the duty of confidentiality under any law, information which 
was delivered to a public body under this Law, shall be considered as information 
obtained by that body from any other source, and all the provisions applicable to the 
delivering body shall also apply to the receiving body. 
 
Surplus information 
23E. (a) Where information which may be delivered under sections 23B or 23C is 
located in a single file, together with other information (hereinafter - surplus 
information), then the delivering body may provide the requested information to the 
recipient body together with the surplus information. 
(b) Delivery of surplus information pursuant to subsection (a) shall be contingent 
upon the establishment of procedures to guarantee the prevention of any use of the 
received surplus information; such procedures shall be prescribed by regulations, 
and as long as they have not been prescribed by regulations, they shall be prescribed 
by the body requesting the aforesaid information in writing, and it shall provide a 
copy thereof to the body that delivers information, upon request. 
 
Permitted delivery does not constitute infringement of privacy 
23F. Delivery of information, which is permitted under this Law, shall not constitute 
an infringement of privacy, and the provisions of sections 2 and 8 shall not apply 
thereto. 
 
Regulations on delivery of information 
23G. The Minister of Justice may, with approval of the Knesset Constitution, Law 
and Justice Committee, enact regulations on procedures of delivery of information by 
public bodies. 
 
23H. Repealed 

 
CHAPTER FIVE: MISCELLANEOUS 

 



Effect on State 
24. This Law shall apply to the State. 
 
Death of injured party 
25. (a) Where a person, whose privacy was infringed, and he has passed within six 
months after said infringement without having filed an action or complaint in respect 
thereof, his spouse, child or parent, or where he left no spouse, child or parent, his 
sibling may file an action or complaint in respect of said infringement within six 
months after his death. 
(b) Where a person, who filed an action or complaint in respect of an infringement of 
privacy, passes before the proceeding is concluded, his spouse, child or parent or 
where he left no spouse, child or parent, his sibling may, within six months after his 
death, notify the Court that of their wish to proceed with the action or complaint, and 
upon such notification they shall take the place of the plaintiff or complainant. 
 
Prescription 
26. The period of prescription of civil actions under this Law is two years. 
 
Applicability of provisions of the Defamation Prohibition Law 
27.The provisions of sections 21, 23 and 24 of the Defamation Prohibition Law, 5725-
1965, shall apply, mutatis mutandis, to legal proceeding for infringement of privacy. 
 
Evidence of bad reputation, character or past of a person 
28. In a criminal or civil proceeding for infringement of privacy, no evidence shall be 
produced, and no witness shall be examined regarding the bad reputation or on the 
character, past, activities or beliefs of the injured party. 
 
Additional orders 
29. (a) In addition to any penalty and other relief, the court may, in a criminal or civil 
proceeding for infringement of any provision of this law, order as hereafter specified, 
and as the case may be:  

(1) on prohibition of distribution of copies of the infringing matter or of 
confiscation thereof; a confiscation order under this paragraph shall have 
authority against any person who has such material in his possession for sale, 
distribution or storage, even if he is not a party to the proceeding; if the Court 
ordered on confiscation, then it shall direct how to dispose of such confiscated 
copies; 
(2) that the decision be published, in whole or in part; publication shall be 
made at the expense of the accused or defendant, in a place, degree, and 
manner prescribed by the Court; 
(3) that the infringing matter be surrendered to the injured party; 
(4) on destruction of the information which was received in contrary to the 
law, or prohibition of use of said information, or the surplus information 
defined in section 23E, or it may instruct any other provision with regards to 
the information. 

(b) The provisions of this section shall not prevent keeping a copy of a publication in 
public libraries, archives and the like, unless the Court imposes, in a confiscation 



order under subsection (a)(1), a restriction on such action,  and they shall not prevent 
an individual keeping a copy of such publication. 
 
Relief without proof of damage 
29A. (a) Where a person has been convicted in a felony under section 5, the court 
may order him to pay the injured party compensation up to 50,000 NIS, without 
proof of damage; Obligation of compensation under this subsection shall be 
considered as a judgment given in a civil claim in the same court against the debtor 
who is entitled to it.  
(b) (1) in a trial for a civil wrong under section 4, the court may require the defendant 
to pay the injured party compensation up to 50,000 NIS, without proof of damage.  

(2) Where it has been established that there was intention for infringement of 
privacy in a trial as aforementioned under paragraph (1), the court may require 
the defendant to pay the injured party compensation up to double the amount 
aforementioned in the paragraph, without proof of damage.  

(c) No person shall be awarded compensation without proof of damage under this 
section, for the same infringement of privacy, more than one time.  
(d) The amounts prescribed in this section shall be updated on the 16th of each month, 
in accordance with changes in the new index vis-à-vis the basic index, for this 
purpose –  
“index” – the consumer pricing index which is published by the central statistics 
bureau.  
“new index” – the index of the month preceding the month of updating;  
“basic index” – index of the month of May 2007.  
 
 
Responsibility for publication in newspaper 
30. (a) Where an infringement of privacy is published in a newspaper, as defined 
under the Press Ordinance (hereinafter - newspaper), the editor if such newspaper 
shall be liable for the criminal and civil responsibility of the infringement, and by the 
person who actively decided on the publication of such infringement in the 
newspaper, and the publisher of the newspaper shall be liable for civil responsibility. 
(b) In a criminal charge under this section, the taking of reasonable steps to prevent 
the publication of the infringement or that he did not know of the publication shall 
constitute a good defense for the editor of the newspaper. 
(c) In this section, "editor of a newspaper" - including editor in chief.  
 
Responsibility of printer and distributor 
31. where an infringement of privacy was published in print, except in a newspaper 
published at intervals of no less than forty days under a valid license, the proprietor 
of the printing press as defined in the Press Ordinance, where the infringement was 
printed, as well as the person who sells or otherwise distributes the publication shall 
also be liable for criminal and civil responsibility for the infringement; however, they 
shall not bear responsibility unless they knew or ought to have known that the 
publication contained infringement of privacy. 
 



Penalties in offenses of due diligence 
31A. (a) a person who commits one of the following, shall be liable to one year 
imprisonment: 
(1) he operates, possesses or uses a database in violation of the provisions of section 8; 
(2) he delivers false particulars in an application for the registration of a database, an 
required in section 9: 
(3) he fails to provide particulars or provides false particulars in a notice attached to a 
request for information under section 11; 
(4) he does not comply with the provisions of sections 13 and 13A, concerning the 
right to inspect information kept in a database, or he does not amend information 
according to the provisions of section 14: 
(5) he grants access to a database in violation of the provisions of section 17A(a), or 
does not deliver to the Registrar documents or an affidavit in accordance with the 
provisions of section 17A(b); 
(6) he does not appoint a security officer for the protection of information under 
section 17B. 
(7) operates or keeps a database used for direct mail services in violation of the 
provisions of sections 17D to 17F; 
(8) provides information in violation of sections 23B to 23E. 
(b) An offense under this section does not require that criminal intent or negligence 
be proven. 
 
Civil wrong 
31B. An act or omission in violation of the provisions of Chapters Two or Four, or in 
violation of regulations enacted under this Law, shall constitute a civil wrong under 
the Torts Ordinance [New Version]. 
 
Material inadmissible as evidence 
32. Material obtained by committing an infringement of privacy shall be considered 
as inadmissible evidence in Court, without the consent of the injured party, unless 
the Court has permitted use thereof, for reasons which shall be recorded, or if the 
infringer, who is a party to the proceeding, has a defense or is considered exempted 
under this Law. 
 
Amendment of the Torts Ordinance 
33. In the Torts Ordinance [New Version], section 34A - repealed. 
 
Amendment of Criminal Procedure Law 
34.In the Schedule to the Criminal Procedure Law, 5725-1965, the following 
paragraph shall be added after paragraph (12): 
"(13) offenses under the Protection of Privacy Law, 5741-1981." 
 
Saving of Laws 
35. The provisions of this Law shall not derogate from the provisions of any other 
Law. 
 



Implementation and regulations 
36. The Minister of Justice is charged with the implementation of this Law and be 
may, with approval by the Knesset Constitution, Law and Justice Committee, enact 
regulations on any matter that relates to implementation thereof, among other 
things- 
(1) terms for keeping and safeguarding information in databases; 
(2) terms for transmitting information to and fro databases overseas; 
(3) rules of conduct and ethics for proprietors, possessors and operators of databases 
and their employees; 
(4) provisions on the deletion of information when a database ceases to function. 
 
Fees 
36A. (a) The Minister may, with approval by the Knesset Constitution, Law and 
Justice Committee, prescribe –  

(1) fees for registration of a database and inspection thereof under this law;  
(2) fees, for a period prescribed, for a database registered in the register 

(hereinafter – periodical fee), except for a database in the proprietorship of the 
state, and he may set different fees of periodical fees according to types of 
databases, as well as the times of payment of the periodical fees, and an 
additional fee to the periodical fees which was not paid in due time. 
(b) The fees collected under this section shall be allocated to the Registrar and 
to the supervision unit for purpose of fulfilling their activities under this Law. 
 

Effect 
37. Chapter Two shall take effect six months from the date of publication of this Law.  
 


